£ | Java Co

General [ update [ 1a| Security [ Advanced|

Enable Java content in the browiser

Security Level
& Very High

igh (minimum recommended)

2

Medium
Java applications identified by a certificate from a trusted authority vill be allowed
to run.

Exception Site List
Applications launched from the sites listed belove vl be allowed to run after the
appropriate security prompts.

Click Edi Site Ust.
e ——

to add items to this st
e

[ Restore security Prompts | [ Manage Certificates... |




plion Site List e

Applications launched from the sites listed belowe vl be allowed to run after the
epproprita securltyprampts

a. |

“lla FILE and HTTP protocols are considered a security risk.

We recommend using HTTPS sites where available.




Applications launched from the sites listed belovs vl be allowed to run after the
‘appropriate security prompts. 6

SK Y ]

vpisat’ text https://mppl.kti2dc.sk

5.

W FILE and HTTP protocols are considered a securiy r
We recommend using HTTPS sites where available.

Bxception Site List (S XU




xception Site List )

Applications launched from the sites listed belovs vl be allowed to run after the
‘appropriate security prompts.
Location

8.

7:

“ls FILE and HTTP protocols are considered a security. r|

We recommend using HTTPS sites where available.




£ | Java Control

General | Update ] Java| Security [ Advanced|

Enable Java content in the browiser

Security Level
Very High

&

High (minimurm recommended)

Medium

Least secure setting - All Java applications will be allovied to run after presenting a
security prompt.

Exception Site List
Applications launchet
appropriote-sec

hitps://mppl.kti2dc. sk

https://mpplt kti2dc.sk

d from the sites listed belov veil be allowed to run after the
pts.

[ Restore security Prompts | [ Manage Certificates...

10,

oK Cancel




